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R156.  Commerce, Occupational and Professional Licensing. 
R156-37.  Utah Controlled Substances Act Rules. 
R156-37-101.  Title. 

These rules are known as the "Utah Controlled Substances Act 
Rules," abbreviated to include only those rules pertaining to the C.S. 
Database Program. 
 
R156-37-102.  Definitions. 

In addition to the definitions in Title 58, Chapters 1 and 37, as 
used in Title 58, Chapters 1 and 37, or these rules: 

(1)  "DEA" means the Drug Enforcement Administration of the 
United States Department of Justice. 

(2)  "NABP" means the National Association of Boards of Pharmacy. 
(4)  "Unprofessional conduct", as defined in Title 58 is further 

defined in accordance with Subsections 58-1-203(5) and 58-37-6(1)(a), 
in Section R156-37-502. 
 
R156-37-103.  Purpose - Authority. 

These rules are adopted by the division under the authority of 
Subsections 58-1-106(1) and 58-37-6(1)(a) to enable the division to 
administer Title 58, Chapter 37. 
 
R156-37-104.  Organization - Relationship to Rule R156-1. 

The organization of this rule and its relationship to Rule R156-1 
is as described in Section R156-1-107. 
 
R156-37-502.  Unprofessional Conduct. 

"Unprofessional conduct" includes: 
(8)  failing to submit controlled substance prescription 

information to the database manager after being notified in writing to 
do so. 
 
R156-37-609.  Controlled Substance Database - Procedure and Format for 
Submission to the Database. 

(1)  In accordance with Subsections 58-37-7.5(6)(a), the format 
in which the information required under Section 58-37-7.5 shall be 
submitted to the administrator of the database is: 

(a)  electronic data via telephone modem; 
(b)  electronic data stored on floppy disk; or 
(c)  electronic data sent via electronic mail (e-mail) if 

encrypted and approved by the database manager. 
(2)  The required information may be submitted on paper, if the 

pharmacy or pharmacy group submits a written request to the division 
and receives prior approval. 

(3)  The division will consider the following in granting the 
request: 

(a)  the pharmacy or pharmacy group has no computerized record 
keeping system upon which the data can be electronically recorded; or 

(b)  the pharmacy or pharmacy group is unable to conform its 
submissions to the format required by the database administrator 
without incurring undue financial hardship. 
 

(4)  Each pharmacy or pharmacy group may submit the data either 
weekly, bi-weekly, or monthly.  Any pharmacy which does not declare 
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its intention for timely submission of data will be presumed to have 
chosen monthly submission. 

(5)  The format for submission to the database shall be in 
accordance with uniform formatting developed by the American Society 
for Automation in Pharmacy system (ASAP).  The division may approve 
alternative formats or adjustments to be consistent with database 
collection instruments and contain all necessary data elements. 

(6)  The pharmacist-in-charge of each reporting pharmacy shall 
submit a report on a form approved by the division including: 

(a)  the pharmacy name; 
(b)  NABP number; 
(c)  the period of time covered by each submission of data; 
(d)  the number of prescriptions in the submission; 
(e)  the submitting pharmacist's signature attesting to the 

accuracy of the report; and 
(f)  the date the submission was prepared. 

 
R156-37-610.  Controlled Substance Database - Limitations on Access to 
Database Information - Standards and Procedures for Identifying 
Individuals Requesting Information. 

(1)  In accordance with Subsections 58-37-7.5(8)(a) and (b), the 
division director shall designate in writing those individuals within 
the division who shall have access to the information in the database. 

(2)  Personnel from federal, state or local law enforcement 
agencies may obtain information from the database if the information 
relates to a current investigation being conducted by such agency.  
The manager of the database may also provide information from the 
database to such agencies on his own volition when the information may 
reasonably constitute a basis for investigation relative to violation 
of state or federal law. 

(3)  In accordance with Subsection 58-37-7.5(7)(b), persons may 
request information from the database either orally or in writing. 

(4)  The manager of the database may release information upon 
oral request only if the identity of the person is verified.  Identity 
of a practitioner may be made by use of a DEA number or other 
verifiable, confidential numbers provided by the division or other 
government agencies to practitioners. 

(5)  Any individual may request information in the database 
relating to that individual's receipt of controlled substances.  Upon 
request for database information on an individual who is the recipient 
of a controlled substance prescription entered in the database, the 
manager of the database shall make available database information 
exclusively relating to that particular individual under the following 
limitations and conditions: 

(a)  The requestor seeking database information personally 
appears before the manager of the database, or a designee, with 
picture identification confirming his identity as the same person on 
whom database information is sought. 

(b)  The requestor seeking database information submits a signed 
and notarized request executed under the penalty of perjury verifying 
his identity as the same person on whom database information is 
sought, and providing their full name, home and business address, date 
of birth, and social security number. 
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(c)  The requestor seeking database information presents a power 
of attorney over the person on whom database information is sought and 
further complies with the following: 

(i)  submits a signed and notarized request executed by the 
requestor under the penalty of perjury verifying that the grantor of 
the power of attorney is the same person on whom database information 
is sought, including the grantor's full name, address, date of birth, 
and social security number; and 

(ii)  personally appears before the manager of the database with 
picture identification to verify personal identity, or otherwise 
submits a signed and notarized statement executed by the requestor 
under the penalty of perjury verifying his identity as that of the 
person holding the power of attorney. 

(d)  The requestor seeking database information presents 
verification that he is the legal guardian of an incapacitated person 
on whom database information is sought and further complies with the 
following: 

(i)  submits a signed and notarized request executed by the 
requestor under the penalty of perjury verifying that the 
incapacitated ward of the guardian is the same person on whom database 
information is sought, including the ward's full name, address, date 
of birth, and social security number; and 

(ii)  personally appears before the manager of the database with 
picture identification to verify personal identity, or otherwise 
submits a signed and notarized statement executed by the requestor 
under the penalty of perjury verifying his identity as that of the 
legal guardian of the incapacitated person. 

(e)  The requestor seeking database information shall present a 
release-of-records statement from the person on whom database 
information is sought and further complies with the following: 

(i)  submits a verification from the person on whom database 
information is sought consistent with the requirements set forth in 
paragraph (5)(b); 

(ii)  submits a signed and notarized release of records statement 
executed by the person on whom database information is sought 
authorizing the manager of the database to release the relevant 
database information to the requestor; and 

(iii)  personally appears before the manager of the database with 
picture identification to verify personal identity, or otherwise 
submits a signed and notarized statement executed by the requestor 
under the penalty of perjury verifying his identity as that of the 
requestor identified in the release of records; 

(6)  Before data is released upon oral request, a written request 
may be required and received. 

(7)  Database information may be disseminated either orally, by 
facsimile or by U.S. mail. 
 
 
Effective May 4, 1998  


